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Overview 

The Reinstate ARC/FinSys Access Application is designed to assist Columbia University users to 

reinstate ARC and FinSys access lost within the last 6 months and to extend the access expiration date of 

University consultants, temps and affiliates without interruption of access. 

School or Unit’s DAF Administrator should review the Security Audit History report as needed to confirm 

the User’s access to be reinstated.  

Prior to the approval of the request, please confirm with your HR office that the employee has been re-

activated and is active in PAC.  For temps, consultants and affiliates, please confirm that their UNI has 

been activated or extended to a date after the access expiration date requested. 

Access will be reinstated exactly as it was prior to the loss of access.  Roles may not be added or 

removed.  If the User’s access should change after the loss of access, the user would complete the 

Financial Systems Security Application (FSSA). 

Requesting Access on the Reinstate ARC/FinSys Access Application 

1. Please go to ServiceNow and log in with your UNI and Password. 

2. In the Service Catalog in the Columbia University ServiceNow  

Customer Portal , select: 

➢ Finance 

➢ Security Application Requests 

➢ Reinstate ARC/FinSys Access Application 

 

 

 

https://columbia.service-now.com/cu
https://columbia.service-now.com/cu
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Section 1: User Information 

The Reinstate ARC/FinSys Access Application may be completed for yourself or on behalf of another 

user. If you are completing this form for someone else, enter that user’s UNI in the “Requested For” box. 

Otherwise, select your UNI. 

1.1 Manager/Departmental Administrator Information 

Enter the User’s manager’s UNI, or the person  

in your department who is responsible for     

reviewing and approving the access requested.  

Once the UNI is entered, the rest of the  

Manager’s information is auto-populated. 

 

User Type 

Select the User’s employee type.  

If other than a Columbia University employee, select  

the employment status with the University. 

 

• Consultants/Temps (access should be granted for no more than 90 days) 

• Affiliates (access should be granted for no more than 1 year)  

 

Section 2: Extend/Reinstate Access 

❖ Officer, Support Staff and Casual employees 

Columbia University employees (Officer,  

Support Staff and Casual) can use this form to 

reinstate access. Once one of these User Types is  

selected, this is the only access type available.  

 

Access can be reinstated for the following  

two reasons: 

• Return from a leave of absence 

• Administrative Department Change in PAC.  

The User’s PAC department changed but the 

user did not change roles/responsibilities.  

 

 

 

Completing the Application 

[Cite your source here.] 
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❖ Consultant/Temp and Affiliate 

Consultants/Temps and Affiliates can either reinstate  

  lost access or extend the expiration date so that there  

  is no interruption to the user’s access.  

 

  Reinstate Access: If a reinstatement of  

access is required, please select Access Expired as the  

reinstatement reason. Once the reinstate reason is  

selected, the system will automatically populate the  

updated start date and end date for each user type –  

90 days for a consultant/temp and one year for an  

affiliate. The end date may be edited to enter an  

earlier end date.  

 

 

  Extend Access: If an extension of access is required,  

once selected, the system will automatically populate  

the start date and end date for each user type. The end 

date may be edited to enter an earlier end date.  

 

 

 

 

 

Section 3: DAF Approval Department 

The DAF Administrators are the Senior Business  

Officers for the school/admin unit who are  

authorized to grant access to a certain set of  

departments. 

 

Select the school/admin unit for the  

departments to which access belongs. The form 

will route to the DAF Administrator for review and 

approval, after the manager has approved it. If the 

manager is the same as the requester, it will route  

directly to the DAF Administrator for review and  

approval. 

 

Click here for a complete list of departmentsand the associated DAF Administrator group. 

 

https://www.finance.columbia.edu/content/daf-administrators-dept
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Submitting the Application 

Once you have completed all necessary     

sections of the application click on the  

“Order Now” button. This will release  

your application for approval to the selected 

manager. If you are the manager, there is no 

further approval required, it will route to the 

DAF Administrator. 

 

Once the DAF Administrator approves the form 

it will be directed to CUIT. FinSys access will be added 

by the school/unit DAF Administrators. 

 

Once all steps have been completed,  

you will receive an email confirmation  

that your request has been completed.  

Please note that the processing time should be 

within one business day. 

 

  

 

 

Once you have submitted the application, you will receive a security application number RITMXXXXXXX. 

You should use this number to locate your application in Service Now or reference your application with 

the Finance Service Center if you have any questions. You will also receive a request number 

REQXXXXXXX. This represents your overall request, which may have one or more “item(s)” or 

application(s). 

 

A user can check the status  

of any application that they  

submitted. Click on  

“My Service Requests”  

in the left navigation bar  

and then click on the blue  

arrow in the “Stage” column  

to expand the status check. 

 

 

Application Status 

[Cite your source here.] 
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In addition, a manager or  

DAF approver can also      

check the status of an  

application that they have  

approved. Click on  

“My Approvals” in the left  

navigation bar and then click  

on the RITM number to view  

the application. Once the  

application has opened, click  

on the information button to  

the right of the Request field. 

Scroll down to the Requested Items 

tab, then click on the blue arrow  

in the “Stage” column to expand 

the status check. 

 

 

The stages that the form will pass through are  

listed in the Stage column: 

A green checkmark 

▪ indicates a stage has been completed. 

A blue arrow  

▪ indicates that a stage is in progress. 

A red “X” indicates  

▪ that the application was rejected. 

All Finance security requests must be approved by the manager of the applicant. If you are listed as the 

manager on a security request, you will receive an email notification instructing you to log into 

ServiceNow and approve or reject the application. The email will indicate what type of application it is 

(“Reinstate ARC/FinSys Access”) and the employee that submitted the request. 

 

Steps for the Manager to Review and Approve a Security Application 

 

1 Log into ServiceNow using the link provided in the email. 

 

 

 

 

Manager Approval Process 

 

[Cite your source here.] 
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2 In the left-hand menu of ServiceNow  

click on “My Approvals”. From the list of 

security applications awaiting your approval, 

click on the RITM number you need to review.  

If you have multiple requests pending,  

you will need the RITM number to differentiate 

the items on your list.  

 

 

 

 

3 Once you click on the RITM number, a   

copy of the application form will open for your 

review. Information about the application and 

the applicant is listed at the top. Once you are  

done reviewing the application, click on the  

arrow in the upper left corner of the request to 

return to your approval list. 

 

4 If the user completed the application on   

behalf of another user, the user’s UNI and  

name will be listed in the “Requested For”  

section. This is the user who will be receiving  

the access requested. 

 

5 From the approval list, click on the  

“Requested” link in the “State” column  

next to the application you have just  

reviewed. An approval screen will open. 

To approve the request, click on “Approve”.  

To reject the request, click on “Reject”. 

 

The email notification that the manager  

received to inform that approval is pending  

also contains hyperlinks to approve or reject  

by email. 

 

6 Once approved, the application will be removed from your “My Approvals” queue, and sent to the DAF 

administrator for his/her review and approval. 
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All Finance security requests must be approved by the DAF Administrator for the departments to which 

access is being requested. If you are listed as the DAF Administrator on a security request, you will 

receive an email notification instructing you to log into ServiceNow and approve or reject the 

application. This notification is sent after the manager has approved the request and will indicate what 

type of application it is (“Reinstate ARC/FinSys Access”) and the employee that submitted the request. 

 

Steps for the DAF to Review and Approve a Security Application 

 

1 Log into ServiceNow using the link provided in the email 

 

2 In the left-hand menu of ServiceNow  

click on “My Approvals”. From the list  

of security applications awaiting your  

approval, click on the RITM number  

you need to review. If you have multiple  

items pending, you will need the  

RITM number to differentiate the  

items on your list. 

 

 

 

 

 

 

3 Once you click on the RITM number,  

a copy of the application form will open  

for your review. As the DAF Administrator,  

you have the ability to make changes to the  

access requested directly in the form. Once  

you are done reviewing and making any  

necessary updates to the application,  

click on “Save” to save your changes.  

You can click on the back arrow in the  

upper left corner of the request to 

 return to your approval list. You can also  

scroll to the bottom of the application  

to locate the Approvers tab. 

 

 

 

DAF Administrator Approval Process 

 

[Cite your source here.] 
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4 From the approval list or Approvers tab,  

click on the “Requested” link. An approval screen will open. To approve the request, click on “Approve”. 

To reject the request, click on “Reject”. This will cancel the existing request. 

 

5 Once approved, the application will be removed from your “My Approvals” queue, and send to CUIT 

for processing. 

 

6 The School or Unit’s DAF Administrator should update any FinSys access to be reinstated or extended. 


